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	Start of 1st  Change



[bookmark: _Toc532541909]10.2.1.1.6	notifyAlarmListRebuilt
[bookmark: _Toc532541910]10.2.1.1.6.1	Definition
This interface supports notifying the alarm list rebuilding information if part or all of AlarmList has been rebuilt.
[bookmark: _Toc532541911]10.2.1.1.6.2	Input Parameters
	Parameter Name
	Qualifier
	Legal type
	Comment

	objectClass
	M
	--
	It identifies the object class that changed state.

	objectInstance
	M
	--
	It identifies the object instance that changed state.

	notificationId
	M
	--
	It identifies the notification that carries the AlarmInformation.

	eventTime
	M
	--
	It identifies the last time when the event occurred.

	systemDN	
	C
	--
	It identifies the DN of service providers.

	notificationType
	M
	"notifyAlarmListRebuilt".
	

	Reason
	M
	[bookmark: OLE_LINK41][bookmark: OLE_LINK42]"System-NE communication error", "System restarts", "indeterminate". Other values can be added.
	It carries the reason why the system has rebuilt the AlarmList. This may carry different reasons than that carried by the immediate previous notifyPotentialFaultyAlarmList.

	alarmListAlignmentRequirement
	O
	"alignmentRequired", "alignmentNotRequired"。
	It carries an enumeration of "alignmentRequired" and "alignmentNotRequired".



[bookmark: _Toc532541912]10.2.1.1.6.3	Triggering event
10.2.1.1.6.3.1	From-state
alarmListRebuilt_0 OR alarmListRebuilt_1.
	Assertion Name
	Definition

	alarmListRebuilt_0
	Provider has cold-started, initialized, re-initialized or rebooted and it has initiated procedure to rebuild its AlarmList.

	alarmListRebuilt_1
	Provider loses confidence in part or whole of its AlarmList. Provider has initiated procedure to repair its AlarmList.


10.2.1.1.6.3.2	To-state
alarmListRebuilt_2.
	Assertion Name
	Definition

	alarmListRebuilt_2
	Provider rebuilds the whole or part of AlarmList. 





	End of 1st Change




	Start of 2nd Change



10.2.1.1.x	setComment
10.2.1.1.x.1	Definition
The authorized consumer invokes this operation to record a comment in one or more AlarmInformation instances in AlarmList.
10.2.1.1.x.2	Input Parameters
	Name
	Qualifier
	Information Type
	Comment

	alarmInformation ReferenceList
	M
	List of AlarmInformation.alarmId
	It carries one or more identifiers identifying AlarmInformation instances in the AlarmList. 

	commentUserId
	M
	The Comment.commentUserId where Comment is involved in relation-AlarmInformation-Comment with an AlarmInformation. 
	

	commentSystemId
	O
	The Comment.commentSystemId where Comment is involved in relation-AlarmInformation-Comment with an AlarmInformation. 
	

	commentText
	M
	The comment.commentText where Comment is involved in relation-AlarmInformation-Comment with an AlarmInformation. 
	



10.2.1.1.x.3	Output Parameters
	Name
	Qualifier
	Matching Information
	Comment

	badAlarm Information ReferenceList
	M
	List of pair of AlarmInformation.alarmId and the failure reason.
	If allUpdated is true, it contains no information.
If someUpdated is true, then it contains identifications of AlarmInformation that are not present in AlarmList or that they are present, but AlarmInformation.comments has not changed, in contrast to authorized consumer's request. 

	Status
	M
	ENUM(
Operation succeeded,
Operation failed,
Operation partially failed)
	If allUpdated is true, then status = OperationSucceeded. 
If someUpdated is true, then status = OperationPartiallyFailed.
If exception operationFailed is raised, then status = OperationFailed.



10.2.1.1.x.4	Pre-condition
atLeastOneValidId.
	Assertion Name
	Properties

	atLeastOneValidId
	The AlarmInformationReferenceList contains at least one identifier that identifies one AlarmInformation in AlarmList.



10.2.1.1.x.5	Post-condition
allUpdated OR someUpdated.
	Assertion Name
	Properties

	allUpdated
	The AlarmInformation.comment of all alarms identified by the input parameter AlarmInformationReferenceList has been updated. 
The input parameter commentText, commentUserId and commentSystemId are added to the AlarmInformation.comment. The time of the operation invocation is captured in the AlarmInformation.comment as well.
To make it possible to add the new comment, the service provider may remove one or more old comment previously held by AlarmInformation.comments. 

	someUpdated
	The AlarmInformation.comment attribute of at least one but not all alarms identified by the input parameter AlarmInformationReferenceList has been updated. 
The input parameter commentText, commentUserId and commentSystemId are added to the AlarmInformation.comment. The time of the operation invocation is captured in the AlarmInformation.comment as well.
To add a new Comment, it may be necessary to remove one or more old Comment instances being held. The commentTime of the removed Comment instances shall be older than that of the remaining Comment instances.



10.2.1.1.1x.6	Exception
	Name
	Properties

	operation_failed
	Condition: the pre-condition is false or the post-condition is false.
Returned Information: The output parameter status.
Exit state: Entry state.




	End of 2nd Change





	Start of 3rd change



[bookmark: _Toc532541933]10.2.1.2.4	notifyClearedAlarm
[bookmark: _Toc532541934]10.2.1.2.4.1	Definition
This interface notifies the alarm clearing information if it satisfies filter constraint in AlarmInformation. The notification shall satisfy all filter constraint and notify in the notifyNewAlarmNotification.
[bookmark: _Toc532541935]10.2.1.2.4.2	Input Parameters
	Parameter Name
	Qualifier
	Legal type
	Comment

	objectClass
	M
	--
	It identifies the object class whose perceived severity level is cleared.

	objectInstance
	M
	--
	It identifies the object instance whose perceived severity level is cleared.

	notificationId
	M
	--
	It identifies the notification that carries the AlarmInformation.

	eventTime
	M
	--
	It identifies the last time when the event occurred.

	systemDN	
	C
	--
	It identifies the DN of service prod.

	notificationType
	M
	"notifyClearedAlarm"
	

	probableCause
	M
	--
	

	perceivedSeverity
	M
	--
	Its value shall indicate Cleared.

	alarmType
	M
	--
	

	correlated Notifications
	O
	The set of CorrelatedNotification related to this AlarmInformation.
	It contains references to other AlarmInformation instances whose perceivedSeverity levels are Cleared as well. In this way, perceivedSeverity level of multiple AlarmInformation instances can be Cleared by one notification.

	clearUserId
	O
	--
	It carries the identity of the user who invokes the clearAlarms operation.

	clearSystemId
	O
	--
	It carries the identity of the authorized consumer.

	alarmId
	M
	--
	It identifies one AlarmInformation in the AlarmList.



[bookmark: _Toc532541936]10.2.1.2.4.3	Triggering event
10.2.1.2.4.3.1	From-state
alarmMatchedAndCleared OR clearedByProvider.
	Assertion Name
	Definition

	alarmMatchedAndCleared
	The matching-criteria-attributes of the newly generated network alarm have values that are identical (matched) with ones in one AlarmInformation in AlarmList and the perceivedSeverity of the matched AlarmInformation is not Cleared
AND
The perceivedSeverity of the newly generated network alarm is cleared.

	clearedByProvider
	Reception of a valid clearAlarms operation that identifies the subject AlarmInformation instances. This triggering event shall occur regardless of the perceivedSeverity state of the identified AlarmInformation instances.



10.2.1.2.4.3.2	To-state
alarmInformationCleared_1 OR alarmInformationCleared_2.
	Assertion Name
	Definition

	alarmInformationCleared_1
	Case if From-state is alarmMatchedAndCleared:
The following attributes of the subject AlarmInformation are updated:
notificationId, perceivedSeverity (updated to Cleared), alarmClearedTime.

	alarmInformationCleared_2
	Case if From-state is clearedByProvider:
The following attributes of the subject AlarmInformation are updated:
notificationId, perceivedSeverity (updated to Cleared), alarmClearedTime, alarmClearedUserId, alarmClearedSystemId.




[bookmark: _Toc532541937]10.2.1.2.5	notifyAckStateChanged
[bookmark: _Toc532541938]10.2.1.2.5.1	Definition
This interface indicates two types of AckStateChanged alarm, which are acknowledged alarm and unacknowledged alarm respectively. The capability of acknowledging alarms is vendor defined.
The relative state change information of these two types of alarm has been referred to stateChangeDefinition as specific attributes of AlarmInformation. The notification shall satisfy all filter constraint and notify in the notifyNewAlarmNotification.
[bookmark: _Toc532541939]10.2.1.2.5.2	Input Parameters
These parameters are filters for the interfaces.
	Parameter Name
	Qualifier
	Legal type
	Comment

	objectClass
	M
	--
	It identifies the object class that changed state.

	objectInstance
	M
	--
	It identifies the object instance that changed state.

	notificationId
	M
	--
	It identifies the notification that carries the AlarmInformation.

	eventTime
	M
	--
	It identifies the last time when the event occurred.

	systemDN	
	C
	--
	It identifies the DN of service providers.

	notificationType
	M
	"notifyAckStateChanged". 
	

	probableCause
	M
	--
	It qualifies alarm and provides further information than eventType.

	perceivedSeverity
	M
	--
	It indicates the relative level of urgency for operator attention. 

	alarmType
	M
	--
	The notification structure defined by this table is applicable if this parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

	alarmId
	M
	--
	It identifies one AlarmInformation in the AlarmList.

	ackState
	M
	--
	It identifies the Acknowledgement State of the alarm.

	ackUserId
	M
	--
	It identifies the last user who has changed the Acknowledgement State.

	ackSystemId
	O
	--
	It identifies the system (the authorized consumer) that last changed the ackState of an alarm, i.e. acknowledged or unacknowledged the alarm.



[bookmark: _Toc532541940]10.2.1.2.5.3	Triggering event
10.2.1.2.5.3.1	From-state
ackedByConsumer OR ackedByProvider AND alarmInformationExists.
	Assertion Name
	Definition

	ackedByConsumer
	Reception of an acknowledgeAlarms operation and a subsequent operation success return. 

	ackedByProvider
	Reception of a local (non-standard) acknowlegeAlarms equivalent operation and a subsequent operation success return.

	alarmInformationExists
	The AlarmInformation exists in AlarmList.



10.2.1.2.5.3.2	To-state
alarmAckStateHasChanged.
	Assertion Name
	Definition

	alarmAckStateHasChanged
	The AlarmInformation.ackState of the AlarmInformation identified by from-state assertion alarmInformationExists have been updated. Specifically, the following attributes of the subject AlarmInformation are updated:
-- notificationId, ackTime, ackUserId, ackState, ackSystemId.





10.2.1.2.x	notifyComments
10.2.1.2.x.1	Definition
The subscribed authorized consumer instances are notified regarding the addition of a Comment instance to an AlarmInformation instance in the AlarmList. The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription.
The notification shall contain all parameters that are filterable and are present in the original (related) notifyNewAlarm notification.
Service provider shall support this notification if it supports the operation setComment.

10.2.1.2.x.2	Input Parameters
	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	

	eventTime
	M,Y
	Comment.commentTime
	

	systemDN
	C,Y
	--
	

	notificationType
	M,Y
	"notifyComments"
	

	alarmType
	M,Y
	AlarmInformation.eventType
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceived Severity
	M,Y
	AlarmInformation.perceivedSeverity
	

	comments
	M,N
	The set of Comment instances involved in a relationship with this AlarmInformation.
	

	alarmId
	M,N
	AlarmInformation.alarmId
	



10.2.1.2.x.3	Trigger event
10.2.1.2.x.3.1	From-state
commentedByServiceprovider OR commentedByServiceprovider AND alarmInformationExists.
	Assertion Name
	Definition

	[bookmark: _Hlk19198830]commentedByServiceprovider
	Reception of a setComment operation and a subsequent operation success return. 

	commentedByServiceprovider
	Reception of a local (non-standard) setComment equivalent operation and a subsequent operation success return.

	alarmInformationExists
	The AlarmInformation is in AlarmList.



10.2.1.2.x.3.2	To-state
commentInserted.
	Assertion Name
	Definition

	commentInserted
	One Comment has been created and it is involved in a relationship with the AlarmInformation identified by from-state assertion alarmInformationExists. The following attributes of the newly created Comment instance shall be populated:

commentTime, commentText, commentUserId and commentSystemId.



10.2.1.2.y	notifyPotentialFaultyAlarmList
10.2.1.2.y.1	Definition
The service provider maintains an AlarmList. They can lose confidence in the integrity of its AlarmList. Under this condition, service provider related AlarmList shall invoke notifyPotentialFaultyAlarmList. They then can begin to rebuild the faulty AlarmList, if found necessary. After the successful rebuilt or the discovery that rebuilt is not necessary, they shall invoke notifyAlarmListRebuilt notification.
This notification can identify a set of AlarmInformation that is potentially faulty or unreliable. This identification is done in the following way. If the MOI of an AlarmInformation is the same or is a subordinate to the MOI carried in the notification, then the AlarmInformation may be faulty or unreliable.
This notification can identify all the AlarmInformation instances of the AlarmList that are potentially faulty or unreliable. In this case, the notification shall carry a MOI identifying the service provider. 
The authorized consumer behaviour, on reception of this notifyPotentialFaultyAlarmList notification, is not specified. The authorized consumer behaviour is considered not essential for the specification of the interface itself. However, the following are recommended actions the uthorized consumer should take, in case it receives this notification.
1)	The uthorized consumer should not perform any task requiring the integrity of the AlarmInformation identified as faulty or unreliable by the subject notification.
2)	The uthorized consumer should not invoke operations that require integrity of the AlarmList such as getAlarmList., acknolwedgeAlarms operations.

10.2.1.2.y.2	Input Parameters
	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	It identifies 
1. the class of the instance identified by systemDN or 
1. the class of MonitoredEntity.
	If it identifies the class of the instance identified in systemDN, then all AlarmInformation instances in the AlarmList may not be reliable.

If it identifies the class of MonitoredEntity, then some or all AlarmInformation instances in the AlarmList may not be reliable.   See next parameter for the identification of the set of AlarmInformation that may not be reliable.
 

	objectInstance
	M,Y
	It identifies 
1. the instance identified by systemDN or 
1. an instance of MonitoredEntity.
	If it identifies the instance identified by systemDN, then all AlarmInformation instances in the AlarmList may not be reliable.

If it identifies an instance of MonitoredENtity,  then AlarmInformation of this instance and AlarmInformation of its subordinate instances may not be reliable.


	notificationId
	M,N
	--
	

	eventTime
	M,Y
	--
	

	systemDN
	C,Y
	--
	

	notificationType
	M,Y
	"notifyPotentialFaultyAlarmList".
	

	reason
	M,N
	[bookmark: OLE_LINK2][bookmark: OLE_LINK3]"serviceprovider-NE communication error", " serviceprovider restarts", "indeterminate". Other values can be added.
	It carries the reason why the service provider has to rebuild its AlarmList. 



10.2.1.2.y.3	Trigger event
10.2.1.2.y.3.1	From-state
faultyAlarmListDetected.
	Assertion Name
	Definition

	faultyAlarmListDetected
	Service provider detects faults in part or whole of its AlarmList. 



10.2.1.2.y.3.2	To-state
faultyAlarmList
	Assertion Name
	Definition

	faultyAlarmList
	Service provider initiates the AlarmList rebuild process. 



10.2.1.2.z	notifyChangedAlarmGeneral
10.2.1.2.z.1	Definition
The subscribed authorized consumer instances are notified regarding changes in backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of an AlarmInformation instance in the AlarmList. This notification is triggered by value change in one or some of these attributes. The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription.
The notification shall contain all parameters holding a value. 

10.2.1.2.z.2	Input Parameters
There are two tables for Input Parameters. If alarmType parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm", the first table (see clause 10.2.1.2.z.2) shall be applicable. If alarmType parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation" or "Time Domain Violation", the second table (see clause 10.2.1.2.z.3) shall be applicable.
	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	It shall carry the MonitoredEntity class name.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	It shall carry the DN of the MonitoredEntity.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	

	systemDN
	C,Y
	--
	

	notificationType
	M,Y
	"notifyChangedAlarmGeneral".
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	rootCauseIndicator
	O,N
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	“Yes”, “No”

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure defined by this table is applicable if this parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

	specificProblem
	O,N
	AlarmInformation.specificProblem
	

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	backedUpStatus
	O,N
	AlarmInformation.backedUpStatus
	

	backUpObject
	O,N
	MonitoredEntity.objectInstance 
	It carries the DN of the back up object. The object is identified by relation-BackUpObject-AlarmInformation of the new AlarmInformation.

	trendIndication
	O,N
	AlarmInformation.trendIndication
	

	thresholdInfo
	O,N
	AlarmInformation.thresholdInfo
	

	stateChangeDefinition
	O,N
	AlarmInformation.stateChange 
	

	monitoredAttributes
	O,N
	AlarmInformation.monitoredAttributes
	

	proposedRepairActions
	O,N
	AlarmInformaton.proposedRepairActions
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	alarmId
	M,N
	AlarmInformation.alarmId
	

	changedAlarmAttributes
	M,N
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).



10.2.1.2.z.3	Input Parameters for notification related to security alarm
	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	It shall carry the MonitoredEntity class name.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 

	It shall carry the DN of the MonitoredEntity.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	

	systemDN
	C,Y
	-- 
	

	notificationType
	M,Y
	"notifyChangedAlarmGeneral". 
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	rootCauseIndicator
	O,N
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	“Yes”, “No”

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure of this table is applicable if this parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation", "Time Domain Violation".

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	serviceUser
	M,N
	AlarmInformation.serviceUser
	This may contain no information if the identify of the service-user (requesting the service) is not known.

	serviceProvider
	M,N
	AlarmInformation.serviceProvider
	This shall always identify the service-provider receiving a service request, from serviceUser, that provokes the security alarm. 

	securityAlarmDetector
	M,N
	AlarmInformation.securityAlarmDetector
	This may contain no information if the detector of the security alarm is the serviceProvider.

	alarmId
	M,N
	AlarmInformation.alarmId
	

	changedAlarmAttributes
	M,N
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).



10.2.1.2.z.4	Trigger event
10.2.1.2.z.4.1	From-state
alarmMatched AND alarmNotCleared AND alarmChanged.
	Assertion Name
	Definition

	alarmMatched
	The matching-criteria-attributes of the newly generated network alarm has values that are identical (matches) with ones in one AlarmInformation in AlarmList. 

	alarmChanged
	The backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of the newly generated network alarm and of the matched AlarmInformation are different. 



[bookmark: _GoBack]10.2.1.2.y.4.2	To-state
informationUpdate.
	Assertion Name
	Definition

	informationUpdate
	The AlarmInformation identified in alarmMatched in from-state has been updated according to the following rules: backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector is updated;
notificationId is updated;
alarmChangedTime is updated;
ackTime, ackUserId and ackSystemId are updated to contain no information;
ackState is updated to "unacknowledged";





	End of 3rd Change



